Membership

Collecting, using and sharing your information

The membership department take the privacy of your information seriously and we ask that you read this privacy statement carefully as it contains important information on:

- the personal information we collect about you
- what we do with your information
- who your information might be shared with.

In this document, ‘we’, ‘us’ and ‘our’ refer to the RCP membership department. We won’t disclose your information to anyone, other than as set out in this privacy statement and any applicable terms and conditions.

1. What do we do with your data?

We maintain information about you in order to provide you with member benefits and information on RCP activities, which involves sharing information across RCP departments.

a) We will process your application, manage your membership/fellowship and provide member benefits under legitimate interest and, if you agree, contact you about other membership products and services which may be of interest to you. By processing your data under legitimate interest we will use your data in a way which might reasonably be expected as part of running our organization and which does not materially impact your rights, freedom or interests.

b) We will carry out demographic profiling for analysis in order to provide improved communication, member benefits, and products and services.

c) If you are a physician associate member, we will publically display your name and MVR number on our managed voluntary register (MVR) on the website.

d) If you are selected for consideration for fellowship, we will use your data for our fellowship election process.
e) If you are a student or foundation doctor member we will use your date of completion, of your medical qualification or foundation level respectively, to upgrade your membership.

f) If requested, we will use your data to verify your membership or fellowship with your prior permission.

g) We will use your data for relevant marketing purposes, eg the membership survey. You will be able to opt out of receiving specific marketing communications at any time using our self-managed email preference centre located within your online MyRCP account.

The data we hold includes:

i) your contact details, in order to send our journals, papers, renewals, reminders and voting papers as part of your member benefits or other relevant communications

ii) your personal details for identification and/or profiling, eg date of birth, gender

iii) your career details, including career stage, current appointment and regulatory body number (eg GMC number)

iv) your qualification details

v) your payment details, to enable us to activate and maintain your membership eg Direct Debit bank details

vi) optional personal details, eg ethnicity.

2. Why do we need to collect and use your data?

We will enable you to become part of a membership community, in the UK and internationally, to support and represent you throughout your medical career.

3. Who will information about you be shared with?

a) We will share your information with trusted third parties, to act on our behalf, in providing your products and services.

The products and services include (if applicable):

i) delivery of your welcome pack and membership card by ‘Intercard Ltd’

ii) delivery of renewals and reminders by the mailing house ‘Lavenhams Ltd’

iii) production and delivery of voting papers by ‘The Electoral Reform Society’.

b) We will share your information with internal departments and trusted third parties to enable them to act on our behalf in providing relevant marketing opportunities. We will only release your information in accordance with your mailing preferences. You will be able to opt out of receiving this communication at any time using our email preference centre located within your online MyRCP account.
These communications include:

i) information on RCP activities
ii) the president’s bulletin
iii) discounts on products and services offered by the RCP and its partners
iv) membership survey by ‘Trueology’
v) RCP fundraising communications, including fundraising research, to further advance the mission of the RCP.

4. How will we protect your data outside the territories covered by the GDPR?
   a) All data managed by us is held and used within the UK.

5. How long will we keep your personal data?
   Whenever we collect or process your personal data, we will only keep it for as long as is necessary. At the end of our retention period, your data will be either: deleted, destroyed, deactivated or anonymized.

   a) We will keep data relating to your basic core information (including name, date of birth, UK region, country, member type, qualifications, joining and leaving dates) permanently as a historical record when your membership expires.
   b) Personal and contact information will be held on our database for other cross departmental purposes, such as sitting examinations, attending events or recording CPD.
   c) Direct Debit bank details held on our database will be deleted once your Direct Debit is cancelled.
   d) Membership information held on our database will be deactivated once your membership has expired.
   e) We will keep your hard copy and online application forms upon joining, along with any CVs, until April of the following year for auditing purposes. Your application form will then be destroyed or deleted.
   f) We will keep your hard copy Direct Debit mandate for 7 years, to enable us to comply with any legal or regulatory requirements, and will then be destroyed.

6. Where do we get your data from, if not you?
   a) If you are proposed for fellowship of the RCP then your data will be sourced from an existing fellow (the proposer).
7. What are your rights?

a) Access to your data (GDPR Article 15) – You have the right to access all information which identifies you as a living person, held on RCP systems by making a ‘subject access request’.

b) Standard format (GDPR Article 20) – You have the right to a copy of your data in a standard format, where technically possible.

The above rights are general rights which will apply across all work areas in the RCP. If you wish to exercise the above rights, please contact our data protection officer.

c) Rectify errors (GDPR Article 16)– You have the right to rectify factual errors in current RCP systems and processes when incorrect, out of date, or incomplete.

d) Data deletion, restriction or stopping its use (GDPR Articles 17 & 21)– As a member we will need to keep your data in order to provide your membership. As an ex-member we will need to keep your basic core information (eg name, location, membership type, join & leave dates) for our historical records. If your data is being used for our fellowship election process you do have the right to delete or stop your data from being used. If you wish to exercise this right please contact the deputy data protection officer.

You have the right to stop us using your data for any marketing communications by using your online MyRCP account or by clicking the ‘unsubscribe’ link in any email communication that we send you or, alternatively, by contacting us by email/telephone or in writing.

8. Who do you contact at the RCP and how do you complain about the use of your data?

a) If you have any queries or concerns about how we manage privacy, please contact the deputy data protection officer on deputydpo@rcplondon.ac.uk.

b) If you are not satisfied with how your data is handled by us, you have the right to complain by email to the deputy data protection officer (deputydpo@rcplondon.ac.uk) or alternatively to the UK regulator, the Information Commissioner’s Office (ICO) – https://ico.org.uk/concerns. Please see the ICO website for further information on the General Data Protection Regulation (GDPR) and your rights.

If the use of your data changes, we will place an updated version on this page. Regularly reviewing this information ensures you are always aware of what data we collect, how we use it and under what circumstances, we will share it with other parties.
For further information on the RCP privacy policy please visit www.rcplondon.ac.uk/privacy-and-cookies

Deputy Data Protection Officer
Membership Department
Royal College of Physicians
11 St Andrews Place, Regent’s Park
London NW1 4LE

+44 (0)20 3075 1467
deputydpo@rcplondon.ac.uk

Normal office hours are 09.00–17.00 GMT, Monday–Friday